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	Reason for change:
	CT1 has provided LS Reply (C1-22381) stating that UE can not associate the rejected S-NSSAI if AMF sent during SNPN Onboarding registration as part of NSAC execution. Hence NSAC should not be executed for SNPN Onboarding registration.

CT1 Answer: In TS 24.501, the network does not provide the “S-NSSAI not available due to maximum number of UEs reached” to the UE in case of UE onboarding within an SNPN. Hence, the UE cannot associate the “S-NSSAI not available due to maximum number of UEs reached” with the Onboarding Registration attempt. Thus, NSAC cannot be applied when the UE is registering or is registered for onboarding services in SNPN. Additionally, CT1 has discussed a case in which the resources for the slice used for onboarding are insufficient at the network and for this case, CT1 believes the existing general NAS level congestion control mechanisms can be applied.

Same scenario is applicable for SMF during SNPN Onboarding PDU session establishment and hence NSAC should not be executed for SNPN Onboarding PDU session establishment.

There is another scenario where AMF may reject the SNPN Onboarding registration with rejected S-NSSAI which is when the Onboarding slice is not supported in the RA “S-NSSAI not available in the current registration area”. In this case also UE will not be able to associate the rejected S-NSSAI. Hence it is proposed that onboarding slice should be homogeneously supported in RA/SNPN where Onboarding service is provided


	
	

	Summary of change:
	The following changes are proposed:
· AMF and/or SMF shall exempt the NSAC during SNPN Onboarding registration/SNPN PDU session establihsment when SNPN is ONN
· Onboarding S-NSSAI is homogeneously supported in the RA/SNPN where Onboarding service is provided
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* * * * start of 1st change * * * *
[bookmark: _Toc91148406][bookmark: _Toc91153641][bookmark: _Toc91153809][bookmark: _Toc27894663][bookmark: _Toc36191730][bookmark: _Toc45192816][bookmark: _Toc47592448][bookmark: _Toc51834529][bookmark: _Toc91153549][bookmark: _Toc83355858][bookmark: _Toc68061709]5.15.11.0	General
The Network Slice Admission Control Function (NSACF) monitors and controls the number of registered UEs per network slice and/or the number of PDU Sessions per network slice for the network slices that are subject to Network Slice Admission Control (NSAC). The NSACF is configured with the maximum number of UEs and/or the maximum number of PDU Sessions allowed to be served per S-NSSAI subject to NSAC. The NSACF is also configured with information indicating applicable access type(s) for the S-NSSAI (i.e. 3GPP Access Type, Non-3GPP Access Type, or both).
The NSACF also provides event-based Network Slice status notifications and reports to the consumer NFs (e.g. AF).
The NSACF may be responsible for one or more S-NSSAIs. There may be one or multiple NSACFs deployed in a network as follows:
-	If the network is configured with a single service area, there is a single NSACF configured with the maximum number of UEs per network slice and/or the maximum number of PDU Sessions per network slice, which are valid in the network.
-	If the network is configured with multiple service areas, an NSACF may be deployed on a service area basis, which can be one NSACF instance or one NSACF Set. Each NSACF is configured with the maximum number of UEs per network slice and/or the maximum number of PDU Sessions which are valid in the service area.
If multiple NSACFs are configured in a PLMN for a network slice, a NSACF is configured with a maximum number of UEs and/or a maximum number of PDU Sessions specific for the service area and the Network Slice.
NOTE:	When multiple NSACFs are deployed, how the maximum number of UEs per network slice and the maximum number of PDU Sessions per network slice is distributed among multiple NSACFs, is implementation specific.
Subject to operator policy and national/regional regulations, network slices which are used for Emergency service or for SNPN Onboarding Registration and/or SNPN Onboarding PDU session when SNPN is ONN or for Critical and Priority services (e.g. MCS, MPS) may be exempted from NSAC.
When the AMF receives a Registration Request for an Emergency Registration or with a Registration Request with an Establishment Cause indicating a priority services (e.g. MPS, MCS), the AMF may accept the registration request without applying NSAC, i.e. the AMF triggers NSAC procedure, but the response from the NSACF is ignored at the AMF.
When the SMF receives a PDU Session Establishment Request for an emergency PDU Session or a PDU Session Establishment Request with a priority header, the SMF may accept the PDU Session Establishment Request without applying NSAC, i.e., the SMF triggers NSAC procedure, but the response from the NSACF is ignored at the SMF.
Alternatively, when NSAC is exempted for the S-NSSAI, the AMF and the SMF skip the corresponding NSAC procedure for the S-NSSAI, i.e. this UE (respectively PDU Session) is not counted towards the maximum number of UEs (respectively PDU Sessions).
The support of NSAC for the S-NSSAI used for SNPN Onboarding as described in clause 5.30.2.10 is optional and subject to Onboarding Network operator policies.
If the S-NSSAI used for SNPN Onboarding or Emergency services is rejected due to NSAC, the UE associates the rejected S-NSSAI for NSAC to SNPN Onboarding or to Emergency services as described in TS 24.501 [47].
* * * * start of 2nd change * * * *
5.30.2.10.2.6	Registration for UE onboarding
When the user or UE has selected an ON-SNPN according to clause 5.30.2.10.2.5, the UE establishes an RRC connection towards the NG-RAN node of the ON-SNPN. The UE provides an indication in RRC Connection Establishment that the RRC connection is for onboarding as defined in TS 38.331 [28]. This indication allows the NG-RAN node to select an appropriate AMF that supports the UE onboarding procedures. The UE indicates the ON-SNPN as the selected network, and the NG-RAN node shall indicate the selected PLMN ID and NID of the ON-SNPN to the AMF.
NOTE:	As the configuration information in the UE does not include any S-NSSAI and DNN used for onboarding, the UE does not include S-NSSAI and DNN in RRC when it registers for UE onboarding purposes to the ONN.
The UE shall initiate the NAS registration procedure by sending a NAS Registration Request message with the following characteristics:
-	The UE shall set the 5GS Registration Type to the value "SNPN Onboarding" indicating that the registration request is for onboarding.
-	The UE shall provide a SUCI derived from a SUPI as specified in TS 23.003 [19] and TS 33.501 [29]. The SUPI shall uniquely identify the UE and shall be derived from the Default UE credentials. The ON-SNPN may determine the corresponding DCS identity or address/domain, based on the SUCI (i.e. based on the Home Network Identifier of the SUCI).
The UE does not include a Requested NSSAI in NAS signalling when it registers for UE onboarding purposes to the ONN.
The AMF supporting UE onboarding is configured with AMF Onboarding Configuration Data that includes e.g.:
-	S-NSSAI and DNN to be used for UE onboarding or a configured SMF for the S-NSSAI and DNN used for UE onboarding.
-	Information to use a local AUSF(s) within the ON-SNPN for onboarding of UEs with a SUCI for a DCS with AAA server or for onboarding of UEs in the case where the DCS is not involved during primary authentication.
The Network slices associated with SNPN onboarding services are assumed to be configured consistently in the AMF (i.e. AMF Onboarding configuration data) and NG-RAN nodes within the corresponding Registration Area/SNPN where SNPN Onboarding services are to be supported.
When the AMF receives a NAS Registration Request with a 5GS Registration Type set to "SNPN Onboarding", the AMF:
-	starts an authentication procedure towards the AUSF, the authentication procedure is specified in TS 33.501 [29]. The AMF may be provided with PVS IP address(es) or PVS FQDN(s) from the DCS during authentication procedure. The AMF selects an appropriate AUSF as described in clause 6.3.4 based on the Home Network Identifier of the SUCI used during onboarding or based on local configuration in the AMF.
-	applies the AMF Onboarding Configuration Data e.g. used to restrict UE network usage to only onboarding for User Plane Remote Provisioning of UE as described in clause 5.30.2.10.4.3.
-	stores in the UE context in AMF an indication that the UE is registered for SNPN onboarding.
Upon successful authentication from AUSF, the AMF informs the UE about the result of the registration. If the UE is not successfully authenticated, the AMF shall reject the registration procedure for onboarding, and the UE may select a different ON-SNPN to attempt to register.
* * * * end of changes * * * *

